**KLAUZULA INFORMACYJNA dotycząca przetwarzania danych osobowych w związku z prowadzoną ewidencją wejść/wyjść, w Powiatowym Centrum Pomocy Rodzinie w Powiecie Warszawskim Zachodnim, na podstawie art. 13 Ogólnego Rozporządzenia o ochronie danych osobowych z dnia 27 kwietnia 2016 roku (Dz. Urz. UE L 119 z 04.05.2016)**

**1. Administrator Danych Osobowych:**

Administratorem Danych Osobowych, czyli podmiotem decydującym o tym, jak będą wykorzystywane Państwa dane osobowe jest **Powiatowe Centrum Pomocy Rodzinie w Powiecie Warszawskim Zachodnim** z siedzibą w Ożarowie Mazowieckim przy ul. Poznańskiej 131A, adres e-mail: pcpr@pwz.pl, tel. (22) 733 72 50, [www.pcpr.pwz.pl](http://www.pcpr.pwz.pl).

**2. Inspektor Ochrony Danych Osobowych:**

W celu zagwarantowania bezpieczeństwa Państwa danych osobowych wyznaczono Inspektora Ochrony Danych Osobowych (IOD), z którym można się kontaktować w sprawach dotyczących swoich danych osobowych wysyłając e-mail na adres: iod.pcpr@pwz.pl

**3. Cele przetwarzania i podstawa prawna przetwarzania:**

Pani/Pana dane osobowe będą przetwarzane przez **Powiatowe Centrum Pomocy Rodzinie w Powiecie Warszawskim Zachodnim** w związku z wejściem na teren PCPR i podjęciem załatwienia sprawy,
w celu zapewnienia bezpieczeństwa związanego z reżimem sanitarnym zagrożenia Covid-19, na podstawie art. 6 ust. 1 lit. c, d, f ogólnego rozporządzenia o ochronie danych osobowych z dnia 27 kwietnia 2016 r., a także ochrony przed poważnymi zagrożeniami zdrowotnymi na podstawie Wytycznych Głównego Inspektora Sanitarnego, oraz Ustawy z dnia 2 marca 2020 r. o szczególnych rozwiązaniach związanych z zapobieganiem, przeciwdziałaniem i zwalczaniem COVID-19, innych chorób zakaźnych, oraz wywołanych nimi sytuacji kryzysowych.

**4. Okres przechowywania Państwa danych osobowych.**

Dane osobowe przechowywane będą w ciągu 30 dni od dnia wpisu do ewidencji osób wchodzących
i wychodzących do budynku Powiatowego Centrum Pomocy Rodzinie w Powiecie Warszawskim Zachodnim.

**5. Odbiorcy danych.**

Odbiorcami Państwa danych osobowych mogą być podmioty uprawnione do uzyskania danych osobowych na podstawie przepisów prawa, w tym odpowiednie służby sanitarno -epidemiologiczne, NFZ, MZ oraz inne organy państwa.

**6. Prawa związane z przetwarzaniem danych osobowych.**

Gwarantujemy spełnienie wszystkich Państwa praw wynikających z ogólnego rozporządzenia
o ochronie danych – RODO:

1. prawo dostępu do danych osobowych, w tym prawo do uzyskania kopii tych danych;
2. prawo do żądania sprostowania (poprawiania) danych osobowych – w przypadku gdy dane są nieprawidłowe lub niekompletne;
3. prawo do żądania usunięcia danych osobowych (tzw. prawo do bycia zapomnianym),
w przypadku gdy:
4. dane nie są już niezbędne do celów, dla których były zebrane lub w inny sposób przetwarzane,
5. osoba, której dane dotyczą, wniosła sprzeciw wobec przetwarzania danych osobowych;
6. osoba, której dane dotyczą wycofała zgodę na przetwarzanie danych osobowych, która jest podstawą przetwarzania danych i nie ma innej podstawy prawnej przetwarzania danych;
7. dane osobowe przetwarzane są niezgodnie z prawem;
8. dane osobowe muszą być usunięte w celu wywiązania się z obowiązku wynikającego
z przepisów prawa.
9. prawo do żądania ograniczenia przetwarzania danych osobowych – w przypadku, gdy:
10. osoba, której dane dotyczą kwestionuje prawidłowość danych osobowych;
11. przetwarzanie danych jest niezgodne z prawem, a osoba, której dane dotyczą, sprzeciwia się usunięciu danych, żądając w zamian ich ograniczenia;
12. Administrator nie potrzebuje już danych dla swoich celów, ale osoba, której dane dotyczą, potrzebuje ich do ustalenia, obrony lub dochodzenia roszczeń;
13. osoba, której dane dotyczą, wniosła sprzeciw wobec przetwarzania danych, do czasu ustalenia czy prawnie uzasadnione podstawy po stronie administratora są nadrzędne wobec podstawy sprzeciwu;
14. prawo do przenoszenia danych;
15. prawo sprzeciwu wobec przetwarzania danych – w przypadku gdy łącznie spełnione są następujące przesłanki:
16. zaistnieją przyczyny związane z Pani/Pana szczególną sytuacją, w przypadku przetwarzania danych na podstawie zadania realizowanego w interesie publicznym lub
w ramach sprawowania władzy publicznej przez Administratora;
17. przetwarzanie jest niezbędne do celów wynikających z prawnie uzasadnionych interesów realizowanych przez Administratora lub przez stronę trzecią, z wyjątkiem sytuacji,
w których nadrzędny charakter wobec tych interesów mają interesy lub podstawowe prawa i wolności osoby, której dane dotyczą, wymagające ochrony danych osobowych,
w szczególności gdy osoba, której dane dotyczą jest dzieckiem.

**7. Obowiązek podania danych i konsekwencje niepodania danych.**

Podanie danych osobowych jest obowiązkowe ze względu na prowadzoną ewidencję osób wchodzących i wychodzących z Urzędu. Niepodanie danych w zakresie wymaganym przez administratora będzie skutkować niemożliwością wejścia do Urzędu i podjęciem załatwienia sprawy.

**8. Prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych**

Posiada Pani/Pan prawo wniesienia skargi do organu nadzorczego – Prezesa Urzędu Ochrony Danych Osobowych, gdy uzna Pani/Pan, że przetwarzanie danych osobowych narusza przepisy Ogólnego Rozporządzenia o ochronie danych.